
Student Use of Technology (“Internet Use Agreement”) 
Students are permitted to use the district’s computer systems for legitimate educational purposes.  Personal 
use of district computer systems is expressly prohibited.  Conduct which constitutes inappropriate use 
includes, but is not limited to the following:   
 

• Cyberbullying; Sending any form of harassing, threatening, or intimidating message, at any time, 
to any person (such communications may also be a crime); 

• Gaining or seeking to gain unauthorized access to computer systems;  
• Damaging computers, computer files, computer systems or computer networks; to deliberately 

attempt to disrupt the computer system or destroy data by spreading computer viruses or any other 
means.  These actions are illegal. 

• Downloading or modifying computer software of the district in violation of the district's licensure 
agreement(s) and/or without authorization from a teacher or administrator;  

• Using another person's password under any circumstances;  
• Trespassing in or tampering with any other person's folders, work or files; 
• Sending any message that breaches the district's confidentiality requirements, or the 

confidentiality of students; 
• Posting personal information or photographs of other people.  Personal information includes home 

address, telephone, or other identifying information as determined by the district. 
• Sending any copyrighted material over the system; 
• Using computer systems for any non-educational purpose, or in a manner that interferes with the 

district’s educational programs; 
• Accessing or attempting to access any material that is obscene, contains child pornography, or is 

harmful to minors; 
• Transmitting or receiving e-mail communications or accessing information on the Internet for 

non-educational purposes; 
• To engage in any other illegal act, such as arranging for a drug sale or the purchase of alcohol, 

engaging in criminal activity, threatening the safety of a person, etc. 
• Accessing or attempting to access social networking sites (e.g. Facebook, Twitter, MySpace, etc.) 

without a legitimate educational purpose. 
 

In addition, as noted above, if a particular behavior or activity is generally prohibited by law, by Board 
policy or by school rules or regulations, use of these computer systems for the purpose of carrying out such 
behavior or activity is also prohibited.   
 
Misuse of the computer systems, or violations of these policies and regulations, may result in loss of access 
to such computer systems as well as other disciplinary action, including suspension and/or expulsion, 
depending on the specific conduct.   
 
Anyone who is aware of problems with, or misuse of these computer systems, or has a question regarding 
the proper use of these computer systems, should report this to his or her teacher or principal immediately.  
Most importantly, the Board and the Administration urge any student who receives any harassing, 
threatening, intimidating or other improper message through the computer system to report this 
immediately.  It is the Board's policy that no student should be required to tolerate such treatment, 
regardless of the identity of the sender of the message.  Please report these events!   
 


